Post-Pandemic Reflections: Disruptive Technology
An assessment of emerging risks and opportunities
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The Covid-19 pandemic has profoundly impacted people’s lives, families, communities and the global economy - and its future evolution remains uncertain. The scope and speed of impact across all business and economic sectors has been huge – global lockdowns have seen a collapse of demand and activity akin to the Great Depression. In the analysis that follows, we review how social and economic changes may propel the potential of disruptive technologies to unprecedented heights. We focus on 3D printing, the Internet of Things, cloud computing, fintech, digital payments, healthcare innovation, robotics, cybersecurity, clean energy and smart grids. In the short- to medium-term a key question for investors may be whether these disruptive technologies can help provide solutions to maintain social distancing, ensure business continuity, strengthen health-care outcomes and prevent service disruptions.

Disruptive Technology amid pandemic disruption

3D Printing

Global supply chains left many companies vulnerable to coronavirus disruptions. The pandemic has thus brought to the forefront a lot of attention to 3D printing, including around the production of ventilator parts and protective equipment. Northwell Health, a New York-based hospital system, started to make its own nasal swabs using 3D printing, enabling the production of thousands of swabs a day that could be used in testing for the coronavirus. The crisis has also put industrial 3D printing technology center stage illustrating its capabilities. The post-coronavirus “normal” for manufacturers may involve more localized and more flexible production in order to meet surge capacity and be better prepared for future problems.
Disruptive Technology

Internet of Things (IoT)

The pandemic crisis has highlighted the importance of IoT to companies for business continuity and healthcare. In terms of business continuity, IoT-enabled warehouse technologies have enhanced transparency in global supply chains: real-time data on the product's journey have facilitated rapid responses to shifts in demand, at a time when employee movement may be considered unsafe and absenteeism has risen. The IoT also includes networks of CCTV cameras and smart connected sensors which have enabled firms to continue operating with reduced human involvement in line with the required social distancing protocols.

The effective quarantine of infected people has been a key step to control the spread of Covid-19. Countries like Hong Kong turned to IoT- and GPS- enabled apps to track and, when necessary, to enforce self-quarantine measures. A survey of 5,000 consumers conducted in early March by Hub Entertainment Research found that smart speaker ownership increased to 42% of all households and smart home devices, led by smart thermostats and smart doorbells, increased to 39% of all homes. Achim Granzen, principal analyst at Forrester Research, believes that IoT "will see a boost after the crisis - extraordinary situations like the Covid-19 crisis will expose inefficient processes and technology bottle necks, and organizations putting ad-hoc fixes in place would want to harden those going forward. IoT will play a big role in modernizing healthcare and disaster prevention, public safety and security, supply chain, and manufacturing and production." However, it remains to be seen the extent to which the economic impact of the outbreak may force organizations to defer investment in these new technologies.

Fintech

The coronavirus pandemic could end up benefiting the fintech industry by accelerating the rush to the digitization of banking and insurance: There was a 72% surge in the use of fintech apps in Europe over just a week as consumers adjusted to social distancing, self-isolation and lockdowns. Numbers from App Annie showed average weekly app downloads for finance apps jumping 20% in March 2020 compared to Q4 2019. In particular, PayPal, Monzo and Barclays mobile apps featured as the most downloaded apps in March 2020.
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However, according to research by McKinsey, transactional services and revenues from payments may decline as overall spending decreases.\(^{16}\)

Radboud Vlaar of VC firm Finch Capital has suggested plausibly that there may therefore be consolidation among finance challengers with stronger, well-funded players acquiring cash-strapped smaller firms: “Post-crisis, disruptive winners will ‘take all’, as we expect surging demand from financial services for technology to master digital-only interaction, enabled by AI and big data analytics.”\(^{17}\)

### Digital Payments

The announcement of the closure of non-essential retailers around the world, sparked a global surge in online shopping.\(^{18}\) As a result, many merchants became cashless. According to a survey in late March 2020 by Electronic Transactions Association (ETA), 27% of small businesses in the United States reported an increase in contactless payments made via smartphones and contactless cards.\(^{19}\) Digital transfer companies also benefited. For instance, Seattle-based Remitly, that helps people send money overseas, had customer growth up 100% from February to March, and registered a 40% growth in transaction volume.\(^{20}\) McKinsey and Company argues that payments systems are proving resilient and reliable, as they have in earlier crises.\(^{21}\)

Despite these developments, there have been bleak announcements related to the prospects for consumer spending and income levels: Barclaycard data show that consumer spending fell 36.5% in April compared with the same month last year, following a 6% drop in March.\(^{22}\) Also, according to the World Bank, global remittances are projected to decline by about 20% in 2020 because of the economic crisis prompted by the pandemic.\(^{23}\)

### Healthcare Innovation

In terms of healthcare innovation, simulations, bots, and software tools have been used to trace people who came into contact with Covid-19 patients, deal with medical emergencies and work on potential vaccines or effective drug treatments. For example, Amazon and Microsoft joined the Covid-19 High Performance Computing Consortium, whose key objective is to make world-class supercomputers more accessible to COVID-19 researchers to rapidly advance scientific research for treatments and a vaccine.\(^{24}\) This facilitates simulations being run in hours or days rather than months.\(^{25}\) The U.S. Centers for Disease Control and Prevention have developed Clara, an automated chatbot, in collaboration with Microsoft, which can teach people about the underlying symptoms of Covid-19.\(^{26}\)\(^{27}\)
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Stanford researchers are working with Fitbit and Scripps Research Institute to create wearables that may help detect and contain the spread of infectious diseases such as Covid-19. Smartphones' cameras and sensors are also increasingly being used to turn them into fast, accurate and low-cost devices for medical diagnosis - without attending a medical centre. In the UK, less than 1% of initial medical consultations happened via video link in 2019, while under the Covid-19 lockdown, 100% took place remotely. Moreover, the share of future Government spending on healthcare systems, drug development and preventative medicine may be increased, supporting future medical innovation.

**Robotics**

"As epidemics escalate, the potential roles of robotics are becoming increasingly clear," an international group of researchers wrote in the journal Science Robotics in March 2020. Robotics companies have reported that businesses across all sectors are re-assessing the value that robots and automation might bring in order to decrease the number of human contacts involved in production and supply chains, as well as to manage public health and infectious diseases. During the outbreak, robots have been taking on a greater share of the work: from monitoring stock levels, to helping with sanitizing in some grocery stores, using light beams to eliminate hospital viruses, and assisting with deliveries. In this context, it is not surprising that robotics companies, such as AMP Robotics, have seen a marked increase in orders.

**Cybersecurity**

The Covid-19 outbreak has forced very many employees to work from home. Remote workers logging into their organization systems from individual devices at home, with insecure WiFi networks and limited knowledge of online tools, have given rise to cybersecurity threats. For instance, over 500,000 Zoom accounts have been sold for less than a penny each or even given away for free on the dark web and hacker forums. Also, SentinelOne, an endpoint security platform, noted a 433% rise in endpoint attacks from late February to mid-March 2020. This ‘new normal’ may continue to create more openings for cyber-attacks, business opportunities for service providers and material privacy risks to manage for increasing parts of the global economy.

**Cloud computing**

The pivot to working from home has accentuated the benefits of cloud-based services: within companies, for interacting with clients and prospects, and for delivering product and services. Moreover, cloud-based services help make adjustments to match computing needs easier. At the same time, remote working has sufficiently increased...
demand from the data centers that support streaming and cloud computing, which boosted memory chip prices. Companies have also realized that capacity cannot be added immediately. In the long-run, remote working and dispersed offices may see sustained demand for cloud infrastructure, as people continue to use collaborative tools like Microsoft Teams, Atlassian, Zendesk and Adobe Document Cloud and cloud-based video conferencing and distance training.  

Clean Energy and Smart Grids

Cheap oil and the Covid-19 virus pandemic may not impede the medium-term transition to clean energy. However, short-term businesses in this sector are impacted by the dramatic economic slowdown. Projections for renewable installations have been reduced for 2020. The research firm Wood Mackenzie cut its forecast for wind installations by nearly 5 gigawatts, or 6.5%. An analysis by BW Research Partnership cautioned that up to 500,000 jobs in the renewable energy industry may be lost by June, including ones in solar power, biofuels, and electric cars. Solar Energy Industries Association, a US solar trade group, has also argued that coronavirus threatens half of the industry’s jobs. More optimistically, in China, during the coronavirus lockdown in January and February, every form of energy production dropped from prior-year performance but one: solar was up 12%. A report by Markets and Markets published in April 2020, forecasts that the global smart grid market size is expected to grow from an estimated value of USD 26.9 billion in 2020 to USD 28.8 billion by 2021, at a CAGR of 7.1%. The growth of the smart grid market is driven by increasing investments for the modernization of aging grid infrastructure. The software segment has been forecast to hold the highest market share as it is likely to be less impacted by Covid-19, while the hardware segment is expected to suffer during the forecast period, because of the shutdown within the global smart grid market amidst the pandemic.  

Conclusions

The pandemic crisis has forced businesses and governments to take advantage of a rare opportunity to experiment rapidly and extensively with new technologies as they seek to cope with the global social and economic disruption. Our analysis has sought to illustrate how Covid-19 has altered the way people interact and conduct business and has led to potential opportunities for disruptive technologies to offer solutions which, aside from their long-term interest, can potentially maintain business continuity, enhance health-care outcomes and avoid service disruptions.  
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